**ANEXO V**

**Práctica 5: Uso de ClamAV como antivirus en Linux.**

**Reactivos**

* **¿Cuál es el comando para instalar ClamAV en sistemas basados en Debian/Ubuntu?**

**A) sudo apt install clamav clamav-daemon**

B) sudo apt install spamassassin

C) sudo apt install antivirus

D) sudo apt install clamdscan clamav-milter

* **¿Qué comando se utiliza para actualizar las bases de datos de ClamAV?**

A) sudo clamdscan --update

**B) sudo freshclam**

C) sudo systemctl restart clamav-daemon

D) sudo clamscan --update

* **¿Cómo se puede realizar un análisis completo de un directorio con ClamAV?**

**A) sudo clamdscan /ruta/del/directorio**

B) sudo freshclam /ruta/del/directorio

C) sudo systemctl start clamav-daemon

D) sudo scan --all /ruta/del/directorio

* **¿Dónde se encuentran los logs generados por ClamAV?**

A) /var/log/clamav.log

**B) /var/log/clamav/clamd.log**

C) /var/log/clamdscan.log

D) /var/log/syslog